
Осторожно, мошенники!
Мошенники постоянно придумывают новые способы обмана.
Они могут звонить с незнакомых номеров, представляться сотрудниками банка, госорганов или даже
службы безопасности.
Что делать, если звонят с незнакомого номера?

· Не называйте свои персональные данные, пароли, коды из SMS и CVV/CVC карты.
· Не переводите деньги, даже если вас торопят или угрожают.
· Проверяйте информацию – позвоните в официальный контакт-центр банка или

организации.
· Не нажимайте на ссылки в подозрительных SMS или сообщениях.

Если вас просят срочно «спасти деньги» или «подтвердить операцию» – это мошенники!
Важно: настоящие сотрудники банка никогда не просят сообщать коды, пароли или переводить
средства на «безопасные счета».
Будьте бдительны! Делитесь этой информацией с близкими – особенно с пожилыми
родственниками.


